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Abstract 

This research investigates the influential factors shaping online scam awareness 

among Generation X in Malaysia. Through a comprehensive analysis of key 

variables – risk perception, skepticism, media exposure, security concerns, and 

social support, the study explores their relationships and implications for scam 

awareness in the digital landscape. 

 

The research findings indicate a significant positive correlation between skepticism 

and media exposure with online scam awareness, highlighting their crucial roles. 

However, inconclusive results emerge regarding the impact of risk perception, 

security concerns, and social support. This prompts a nuanced reassessment of the 

assumed roles of these factors in influencing scam awareness within Generation X. 

 

The practical implications of the study offer recommendations for policymakers, 

emphasizing tailored educational programs, collaborative initiatives with media 

outlets, and cybersecurity training to enhance the scam awareness of Generation X. 

Theoretical implications call for refinements in the conceptualization of risk 

perception, the integration of personality traits into awareness models, and a deeper 

understanding of the cognitive processes involved in translating security concerns 

into actionable awareness. 

 

The research suggests various avenues for future exploration, including an 

examination of generational differences, the adoption of longitudinal studies, in-

depth qualitative investigations, cross-disciplinary studies and exploration of 

additional variables. By combining academic inquiry with a dedication to societal 

well-being, this study contributes valuable insights to the ongoing discourse on 

online scam awareness for Generation X in Malaysia. 
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CHAPTER 1: RESEARCH OVERVIEW 

 

 

1.0 Introduction 

 

A summary of the background, problem, questions, objectives, and significance of 

the research is provided in Chapter 1. 

 

 

1.1 Research Background 

 

Over the past two decades, the Internet has brought about significant changes in our 

daily lives. A growing number of our daily activities, such as payment, banking, and 

social interactions, now occur online thanks to the development of smart devices, 

e-commerce, and social media (Lin et al., 2023). While the Internet and related 

technologies have offered substantial benefits and convenience to society, they have 

also introduced risks and harms. The rapid expansion of our online routines has 

opened up new opportunities for cybercriminals to engage in various forms of 

scams, allowing them to carry out traditional scams on an industrial scale at minimal 

cost even devising entirely new scam schemes. Thus, numerous individuals who 

previously would have been seldom openly targeted by such crimes now face daily 

risks of victimization. Additionally, scammers can now target victims in distant 

countries, which was previously challenging. Worldwide, millions of people are 

targeted by online scams every day, orchestrated by thousands of scammers 

operating both within and outside their home countries. Online scam against an 

individual is now an issue on a global scale (Button et al., 2014). 

 

An online scam can be defined as the experience of an individual who responds to 

a deceptive invitation, request, notification, or offer via the Internet, and suffers a 
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loss or impact that is either financial or non-financial (Cross & Blackshaw, 2014). 

According to the Ministry of Communications and Digital (2022), from 2017 to 

2021, Malaysia documented a cumulative count of 98,607 online scam cases 

resulting in losses of RM3.3 billion. The Securities Commission Malaysia (SC) 

blocked 61 websites and 80 social media accounts in the first quarter of 2023 in 

addition to adding 84 entities to the SC Investor Alert List (The Star, 2023). 

Furthermore, Zolkepli (2023) revealed that there were 7,548 reported cases of love 

scams from 2018 until June 2023, resulting in losses of RM382 million, with 

approximately 82.8% involving female victims. Phishing attacks in Malaysia 

numbered 749,915 cases in the first half of 2020, with social media platforms, 

particularly WhatsApp and Facebook, being prime targets (Lee et al., 2023). 

Nevertheless, these statistics are based on whistleblower reports and may not fully 

reflect the actual extent of online scams in Malaysia. Among the various types of 

scams, the most prominent categories of online fraud in Malaysia include advance 

fee fraud (AFF) and romance fraud (David, 2022). 

 

Advance fee fraud (AFF) involves individuals being asked to send a modest amount 

of money with the promise of receiving a larger sum in the future, often in the 

context of investment opportunities or job offers (Ross & Smith, 2011). Romance 

fraud, as described by Rege (2009), operates similarly to AFF but masquerades as 

a genuine romantic relationship between the scammer and the victim. In these cases, 

the scammer builds an emotional connection with the victim, leading them to 

believe they are in a real relationship. Initially, the scammer may request small gifts 

such as perfume or a mobile phone to test the waters. Following the receipt of such 

gifts, the scammer gradually escalates requests for larger sums of money, citing 

reasons like illness, travel expenses, or investment failures. If the victim complies, 

the requests continue, often resulting in significant financial losses. This type of 

fraud is particularly devastating as victims not only suffer financial losses but also 

have to deal with the emotional pain of ending a fictitious relationship (Whitty & 

Buchanan, 2015). 
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Online fraud poses a serious threat to an individual's financial well-being and 

overall quality of life. Previous research (Whitty & Buchanan, 2015; Whitty, 2018; 

Alam et al., 2021) has underscored the financial and non-financial repercussions 

faced by victims of online scams. Some have endured substantial financial losses, 

including depleting their savings, repaying loans over time, and selling assets such 

as cars, homes, and property. Victims of online fraud also suffer severe emotional 

and psychological repercussions, including shame, embarrassment, anxiety, despair, 

anger, worry, shock, as well as loneliness. Moreover, Button et al. (2009) note that 

online scams can have lasting effects on victims, causing them to change their 

behavior. According to the research, 74.5% of online scam victims become more 

cautious, wary, and distrustful of others. Additionally, online scam victims may 

experience a range of physical ailments and adverse health effects, such as insomnia, 

nausea, and weight loss, stemming from their traumatic experiences. 

 

 

1.2 Research Problem 

 

Numerous empirical studies have been conducted to investigate the factors 

influencing individuals' scams compliance with the emergence of more and more 

online scams (Fischer et al., 2013; Whitty, 2020; Buchanan & Whitty, 2013; Kirwan 

et al., 2018; Modic & Lea, 2013). The incidents of victimization are on the rise 

despite the abundance of government and organization websites that offer scam-

prevention information. Approaches that solely focus on understanding the 

characteristics of scam victims have proven inadequate in mitigating online scams. 

Therefore, there is a pressing need for a shift in perspective to explore the factors 

that contribute to individuals avoiding online scams. 

 

Prior research (Whitty 2018; Ullah et al., 2019; Coluccia et al., 2020; Hanoch & 

Wood, 2021) has indicated that scam victims are more likely to be in the middle-

aged bracket, typically defined as individuals aged between 40 and 60 (Britannica, 

2023). The reason behind this is that middle-aged have relatively higher disposable 
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income (Whitty, 2018; Yu et al., 2022). However, the online scam awareness study 

focus on Generation X is limited in the Malaysian context. Thus, this becomes the 

research gap. The existing research (Mohd Padil et al., 2022; Mohd Zaharon et al., 

2021; Jusoh & Nizar, 2022) mostly focuses on the younger generation. 

Consequently, this study aims to address this gap by investigating the influential 

factors affecting online scam awareness among Generation X in Malaysia, 

especially in the face of the increasing number of online scams. 

 

 

1.3 Research Objectives 

 

1.3.1 General Objective 

 

To determine the influential factors of online scam awareness among 

Generation X in Malaysia.   

 

 

1.3.2 Specific Objectives 

 

1. To examine the association between risk perception and online scam 

awareness among Generation X.  

2. To assess the association between skepticism and online scam 

awareness among Generation X.  

3. To investigate the association between media exposure and online scam 

awareness among Generation X.  

4. To explore the association between security concerns and online scam 

awareness among Generation X.  

5. To determine the association between social support and online scam 

awareness among Generation X. 
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1.4 Research Questions 

 

1. Is there a relationship between risk perception and online scam awareness 

among Generation X?  

2. Is there a relationship between skepticism and online scam awareness among 

Generation X?  

3. Is there a relationship between media exposure and online scam awareness 

among Generation X?  

4. Is there a relationship between security concerns and online scam awareness 

among Generation X?  

5. Is there a relationship between social support and online scam awareness among 

Generation X? 

 

 

1.5 Research Significance 

 

The significance of this research has multiple dimensions and has implications for 

both academic understanding and practical application. Firstly, in the academic 

context, prior studies in Malaysia have predominantly concentrated on online scam 

awareness among the younger population (Mohd Padil et al., 2022; Mohd Zaharon 

et al., 2021; Jusoh & Nizar, 2022). However, there is a noticeable gap in research 

when it comes to examining online scam awareness among middle-aged individuals. 

Our study seeks to fill this research gap and provide valuable insights into the 

factors influencing online scam awareness among Gen X. 

 

From a practical standpoint, the implications are substantial. By identifying the 

determinants that contribute to Generation X individuals successfully avoiding 

online scams, our research can help create targeted educational programs and 

awareness campaigns. These initiatives have the potential to equip individuals with 
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the knowledge and skills needed to safeguard themselves against scams, ultimately 

reducing the risk of falling into online fraud. 

 

Furthermore, this research carries societal significance as well. It plays a vital role 

in protecting the financial and emotional well-being of individuals. Online scam 

poses significant threats and the insights derived from this study contribute to 

safeguarding them from the severe consequences of falling victim to online scams. 

In summary, this research holds academic, practical, and societal significance, 

providing a comprehensive understanding of the factors influencing online scam 

awareness among Generation X in Malaysia and serving as a foundation for 

proactive measures against online scams. 

 

 

1.6 Summary 

 

An outline of the research background and problem was given in this chapter. It 

covered the significance of the study and presented the research questions along 

with the objectives.  



Influential Factors of Online Scam Awareness Among Generation X in Malaysia 

7 

 

CHAPTER 2: LITERATURE REVIEW 

 

 

2.0 Introduction 

 

Chapter 2 presents the findings from different scholars. The foundational theory of 

this study is the MOA model. Furthermore, this paper will incorporate various 

variables, with OSA as the DV and RP, SK, ME, SC, and SS as IV, drawing on 

previous research.  

 

 

2.1 Underlying Theory 

 

2.1.1 Motivation-Opportunity-Ability (MOA) Model 

 

The Motivation-Opportunity-Ability (MOA) framework, first introduced by  

MacInnis and Jaworski in 1989, offers an insightful perspective on how 

individuals process information and engage in various behaviors based on 

their motivations, opportunities, and abilities. This framework has found 

application in diverse fields, including but not limited to explaining 

phenomena like knowledge sharing, social media use, fraudulent activities, 

consumer decision making, and organizational choices (Barnor et al., 2020). 

In this study, the MOA model is employed to investigate why certain 

individuals are less susceptible to falling victim to online scams. 

 

Motivation is the first element of MOA framework, which encompasses an 

individual's internal or external drive, inclination, or willingness to participate 

in a specific behavior (Ojo & Raman, 2016). It encompasses the perception of 

risks associated with the behavior in question. When an individual perceives 



Influential Factors of Online Scam Awareness Among Generation X in Malaysia 

8 

 

a high level of risk, they are more inclined to take protective measures, and 

avoid risky behavior (Sulaiman et al., 2022). Extending the theory to the 

context of this research, motivation could be related to concerns about 

potential financial losses, fear of online scams, or the desire to safeguard 

personal information online. If one perceives a certain behavior or action will 

impose significant damages and cause severe consequences, they are more 

likely to engage in security measures. Individuals' perception of risk in the 

face of online scams serves as a positive motivator for them to seek out anti-

scam information and take precautions to avoid becoming victims (Humaidi 

& Abdallah Alghazo, 2022). 

 

According to Wang and Zhan (2022), opportunity refers to external factors 

that either facilitate or impede the occurrence of a behavior, encompassing 

conditions that affect a person's awareness, whether favourably or 

unfavourably. Extending the theory to the context of this research, online scam 

awareness is influenced by the opportunities individuals have to encounter 

and recognize scams. The knowledge about the various types of scams in 

existence can also impact their ability to identify such scams when they 

encounter them. Media exposure can create opportunities for individuals to 

encounter information about scams (Tang et al., 2021). This exposure can 

come from news reports, articles, or online content that highlights the risks 

and consequences of scams. Increased exposure to such media sources 

enhances the opportunities for individuals to become aware of online scams. 

 

Ability refers to the cognitive, emotional, physical, financial, or social 

resources that an individual can employ to execute a particular behavior 

(Wang and Zhan, 2022). Extending the theory to the context of this research, 

it refers to individuals' capacity, knowledge, skills, and resources that 

influence their ability to identify and respond to online scams. Research has 

shown that social support can provide one with valuable information that 

helps protect them from scams (Alves & Wilson, 2008). Individuals who lack 

social support and experience loneliness may seek emotional connections. 
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Scammers exploit this vulnerability by pretending to care, which ultimately 

results in the individuals trusting the scammer and becoming victims. 

Conversely, individuals with strong emotional bonds and support networks 

are less likely to experience intense loneliness and emotional vulnerability, 

making them less susceptible to scammers' tactics. Social support is their 

ability to resist advances from such scams (Xing et al., 2020). Additionally, 

when individuals are uncertain about the authenticity of certain websites, or 

invest agencies and suspect potential scamming behavior, they can turn to 

their support networks for advice and guidance. This consultation enhances 

their ability to make informed decisions. 

 

 

2.2 Review of Variables 

 

2.2.1 Online Scam Awareness 

 

Online scam awareness is the dependent variable for this study. According to  

Ramadhan (2022), online scam awareness is defined as the extent of an 

individual's knowledge, comprehension, and recognition of the various 

deceptive practices and fraudulent schemes that occur in the digital domain. 

It encompasses the ability to grasp the tactics employed by scammers for 

deception, assess the telltale signs and warning signals typically associated 

with such scams, and effectively respond to potential online scams. Scam 

awareness is a critical component of scam control, as it seeks to comprehend 

the nature and origins of scams. This understanding is vital as it aids 

individuals in reducing their vulnerability to scams by fostering an awareness 

of the importance of scam prevention (Astriana & Adhariani, 2019). In this 

research, five distinct variables have been selected to investigate the factors 

influencing online scam awareness among Gen X in Malaysia. The dependent 

variable (DV) is online scam awareness, whereas the independent variables 

(IV) being analysed encompass risk perception, skepticism, media exposure, 

security concerns, and social support. 
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2.2.2 Risk Perception 

 

Risk perception is defined as an individual's evaluation of the potential  

negative outcomes associated with using an online service (Kim et al., 2008). 

In the study conducted by Saridakis et al. (2016), RP pertains to an individual's 

estimation of the likelihood of encountering financial physical, or social harm 

because of online scams. These risks can encompass financial losses resulting 

from the theft of personal information on social networking sites or even 

physical and psychological harm due to emotional attachment. 

 

It's essential that different individuals may perceive risk differently when 

confronted with the same situation and presented with the same choices for 

response. Those with higher levels of RP are more inclined to engage in risk-

averse behaviors. They are motivated to learn the way to recognize indicators 

of scams and implement preventive measures to safeguard their assets (Wright 

& Marett, 2010). Previous research has demonstrated how RP can 

significantly influence individuals' awareness of scams. According to 

Jarvenpaa et al. (1999), individuals with high RP tend to closely scrutinize 

websites before proceeding with transactions and seeking explicit information 

from dependable sources to allay any concerns. Following the risk deterrence 

principle, individuals often lean towards less risky behaviors, as risks 

discourage engagement in activities that could be trapped in detrimental 

situations, such as falling victim to scams (Chen et al., 2021). 

 

2.2.3 Skepticism 

 

Previously, researchers have often employed the concept of trust as a predictor  

of an individual's likelihood to spot scams (McCornack & Levine, 1990). 
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However, this approach has presented several challenges, primarily due to the 

multifaceted nature of trust, each dimension potentially having a different 

relationship with the scam. Determining which dimension best explains an 

individual's susceptibility to scams has remained unclear (Vishwanath et al., 

2016). Furthermore, trust has proven to be a rather weak predictor of scam 

detection, as placing trust in someone tends to desensitize individuals to cues 

of scams. As an example, in studies of interpersonal deception, it has been 

found that when individuals trust someone, they are more likely to overlook 

lies or questionable actions (McCornack & Parks, 1986). 

 

Given these challenges, this research employs skepticism, often referred to as 

the "darker cousin" of trust, as a predictor of scam awareness. Skepticism 

involves the validation of information through probing inquiries, critical 

evaluation of evidence, and meticulous scrutiny for inconsistencies 

(Dimitrova & Sorova, 2016). When suspicion is aroused, even a moderate 

level of suspicion will lead to an improvement in deception detection accuracy 

(Vishwanath et al., 2016). Individuals with a high degree of skepticism adopt 

a self-protective and cautious approach, maintaining a defensive stance when 

their suspicions are aroused. They are more likely to rigorously examine 

online services to determine their legitimacy and dependability and are less 

likely to accept claims at face value (Wright & Marett, 2010). Skeptical 

individuals are less likely to be swayed by a scammer's deceptive narratives, 

remaining vigilant to the scam and thereby fending off victimization 

(Langenderfer & Shimp, 2001). 

 

 

2.2.4 Media Exposure 

 

De Vreese and Neijens (2016) defined media exposure as the degree to which  

members of the audience have come across specific messages related to online 

scams through various media outlets, including news reports, articles, online 
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content, and social media. Recently, social media services have emerged as 

the predominant channel for both disseminating and seeking information 

about preventive measures. The dominance of social media has revolutionized 

the way individuals’ access and engage with information. Within this 

transformed media landscape, not only government agencies and 

organizations but also individuals who have personally experienced scams 

have become proactive contributors to the dissemination of vital knowledge, 

allowing people to have a raw and unfiltered understanding of the devastating 

consequences of scam. The exposure to real-life scam narratives and 

cautionary tales through the media can enhance awareness of scams, their 

prevalence, and the strategies employed by scammers (Tang et al., 2021). 

 

 

2.2.5 Security Concern 

 

According to Denaputri and Usman (2019), security concern is characterized  

as a threat that gives rise to circumstances, conditions, or events capable of 

causing economic harm to data or network resources. This harm can manifest 

in various forms, including the destruction, disclosure, alteration of data, 

denial of service, and instances of scam, waste, and abuse. In simpler terms, 

security concerns revolve around the unauthorized acquisition of someone's 

data by a third party, such as hackers or identity thieves. It signifies the extent 

of worry and apprehension individuals experience concerning the safety of 

their personal information, financial assets, and online activities (Topaloğlu, 

2012). 

 

Individuals who are security-conscious tend to make responsible use of 

network and system resources. This entails not only a review of existing 

security policies but also an understanding of potential threats and the 

consequences of non-compliance (Wright & Marett, 2010). Those with 

heightened security concerns are more inclined to take proactive measures to 
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shield themselves from scams. These measures may include changing 

passwords frequently, activating two factor authentication, thinking before 

clicking a link from unknown sources, updating software to patch 

vulnerabilities as well as using antivirus software (Tang et al., 2021). 

 

 

2.2.6 Social Support 

 

Ozbay et al. (2007) defined social support as the assistance available to an  

individual through their social connections with other individuals, groups, and 

the broader community. To put it simply, social support pertains to a network 

comprising family, friends, neighbours, and community members who can 

offer psychological, physical, and financial aid during times of need. Sustained 

connections with others are especially vital for individuals, particularly as they 

age, as these connections contribute to a sense of value and significance within 

a social network. When an individual has people in their life who care about 

them or take an interest in their well-being, it is akin to having a monitoring 

system in place to safeguard them from potential scams. Social support offers 

validation and reassurance, thereby diminishing the inclination to seek 

emotional connections from unknown websites and, consequently, reducing 

vulnerability to scams (Coombs, 2014). Conversely, individuals are more 

likely to actively engage in online social activities and connect with strangers 

if they receive less support from real society. Accordingly, the likelihood of 

being exposed to a scam situation rises (Zhang & Ye, 2022). 

 

2.3 Research Framework 

 

Figure 2.1 illustrates the research framework, online scam awareness serves as the 

DV, and the IV consist of RP, SK, ME, SC, and SS. 
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Figure 2.1: Conceptual Framework 

 

 

 

 

 

 

 

  Source: Developed for the research. 

 

 

2.4 Hypotheses Development 

 

2.4.1 Risk Perception and Online Scam Awareness 

 

Preliminary research has shown RP is related to online scam awareness across 

various scam types. Mueller et al. (2020) found a significant correlation 

between OSA and RP. Similarly, Tiwari (2020) indicated that scam awareness 

is influenced by RP. Klapatch et al. (2022) discovered a significant connection 

between the RP and advance fee scam awareness. Furthermore, Wood et al. 

(2018) reported that RP positively and significantly contributes to scam 

awareness. Drawing upon these prior research findings and in alignment with 

the outcomes expected in this study, the following hypothesis is formulated: 

 

H1: There is a significant relationship between risk perception and online 

scam awareness among Generation X in Malaysia. 
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2.4.2 Skepticism and Online Scam Awareness 

 

Research conducted by Wright and Marett (2010) revealed a significant 

impact of SK on scam awareness. Likewise, Vishwanath et al. (2016) 

demonstrated a significant association between SK and OSA, with individuals 

who were more suspicious being less susceptible to phishing. Weisman (2008) 

underscored SK as a critical defence against scammers, enabling individuals 

to recognize and avoid scams. Drawing on insights from previous research, a 

hypothesis can be formulated: 

 

H2: There is a significant relationship between skepticism and online scam 

awareness among Generation X in Malaysia. 

 

 

2.4.3 Media Exposure and Online Scam Awareness 

 

Tang et al. (2021) discovered a substantial influence of ME on OSA. When 

media broadcast messages related to scams, it serves as a signal to individuals 

that the potential threat. Those who come across such messages tend to 

perceive the threat posed by scams and recognize the severity of the 

consequences. Considering the preceding research findings, posit the 

following hypothesis: 

 

H3: There is a significant relationship between media exposure and online 

scam awareness among Generation X in Malaysia 
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2.4.4 Security Concerns and Online Scam Awareness 

 

Research conducted by Wright and Marett (2010) has demonstrated a 

significant influence of SC on scam awareness. Individuals tend to be cautious 

and decline requests from strangers or unknown sources in the interest of 

safety awareness. Moreover, Mohd Zaharon et al. (2021) proved a significant 

positive correlation between SC and scam awareness. In essence, as SC 

increase, so does the awareness of scams. Therefore, the following hypothesis 

is formulated in this research:  

 

H4: There is a significant relationship between security concerns and online 

scam awareness among Generation X in Malaysia. 

 

2.4.5 Social Support and Online Scam Awareness  

 

Zhang and Ye (2022) found that there was a significant correlation between 

SS and scam awareness, indicating that individuals with higher levels of SS 

exhibit greater scam awareness. In addition, the findings from Sur et al. (2021) 

also suggested a positive association between SS and scam awareness, as 

social support enhances the likelihood of remembering and reporting scams. 

James et al. (2014) and Yu et al. (2021) reported associations between scam 

awareness and perceived social support. Based on the prior studies, this 

research puts forth the following hypothesis:  

 

H5: There is a significant relationship between social support and online scam 

awareness among Generation X in Malaysia. 
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2.5 Summary 

 

This chapter presents the conceptual framework and the theoretical underpinnings 

of the literature. Also, put forward hypotheses suggest that the five IV are 

significantly associated with online scam awareness.  
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CHAPTER 3: METHODOLOGY 

 

 

3.0 Introduction 

 

A description of the quantitative research, sampling design, data collection 

technique, construct measurement, research instrument, and proposed data analysis 

tools are given in Chapter 3. 

 

 

3.1 Research Design  

 

According to Zikmund et al. (2013), research design serves as a comprehensive 

blueprint outlining the method and techniques for gathering and analyzing the 

requisite data. Essentially, it offers a structured framework or strategy for 

conducting the research. 

 

 

3.1.1 Quantitative Research  

 

Quantitative research encompasses various approaches focused on the  

systematic examination of social phenomena through the utilization of 

statistical or numerical data. It assumes that the subject of investigation can 

be quantified and involves the collection of data through measurement, 

followed by an analysis of this data to identify trends and correlations while 

verifying the accuracy of measurements. One distinct aspect of quantitative 

research is its capacity to rigorously test hypotheses by formulating them and 

applying statistical methods (Watson, 2015).Thus, this study adopts a 

quantitative approach.  



Influential Factors of Online Scam Awareness Among Generation X in Malaysia 

19 

 

3.1.2 Descriptive Research  

 

According to Sirisilla (2023), descriptive research design entails the  

observation and data collection concerning a specific subject, without 

attempting to establish causal relationships. Unlike experimental research, 

where variables are controlled and manipulated, descriptive research solely 

involves the identification, observation, and measurement of variables. Its 

primary objective is to offer a comprehensive and accurate portrayal of the 

studied population or phenomenon, while also elucidating any existing trends, 

patterns, and relationships within the data. Descriptive research is most 

suitable when the goal is to identify trends, characteristics, frequencies, and 

categories (McCombes, 2019). Therefore, this study has opted for a 

descriptive research design, as it aims to explore and make conclusions about 

the connection between DV and IV through data collection.  

 

 

3.2 Sampling Design 

 

3.2.1 Target Population  

 

According to Barnsbee (2018), target population represents the cohort of 

individuals that the investigator aims to investigate and derive conclusions 

from. The objective of this study is to explore the factors affecting online scam 

awareness. Thus, Generation X in Malaysia is the target population for this 

study, typically defined as those born between 1965 and 1980 (Abelson, 2021). 

They know online scams but did not fall victim to them, which can provide 

accurate information regarding online scam awareness. 

 

Furthermore, the target population will be drawn from all regions of Malaysia, 

encompassing 13 states along with its three federal territories (Ministry of 
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Foreign Affairs, n.d.). Hence, the Generation X demographic is targeted 

regardless of where they live in Malaysia. 

 

 

3.2.2 Sampling Frame  

 

The sampling frame is intimately linked to the population and represents the  

roster of elements from which the sample is derived. Ideally, it should be a 

comprehensive and accurate inventory of all members of the population 

(Schindler, 2022). In this research, Generation X individuals in Malaysia who 

have never fallen victim to online scams will be the sampling frame. However, 

the application of this sampling frame is impractical in this study as is the 

unavailability of a complete list of Generation X citizens in Malaysia. 

Consequently, due to limited resources and time constraints, collecting data 

on the target population poses significant challenges for the researcher. 

 

3.2.3 Sampling Technique  

 

Sampling is the procedure of making inferences about the whole population 

by selecting a subgroup of people from a larger group (Singh & Masuku, 

2014). The two main categories of sampling techniques are probability 

sampling and non-probability sampling. Given the absence of an available 

database, this research will employ quota sampling, a non-probability 

sampling method. Respondents who were born between 1965 and 1980 will 

be divided into four age groups: 43 to 46, 47 to 50, 51 to 54, and 55 to 58. 

Each of these groups will make up 25% of the sample, ensuring that responses 

are collected from every age stage within the Gen X population born between 

1965 and 1980, thus providing a more accurate representation of the entire 

Gen X population. 
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3.2.4 Sample Size  

 

Research studies are conducted on samples because it is impractical to study  

an entire population. The findings derived from these samples are intended to 

be applied to the broader population and, at times, to future situations as well. 

It is crucial for the sample to accurately represent the population, and this is 

best achieved through appropriate sampling methods. Additionally, the 

sample size should be neither excessive nor inadequate. Determining the 

appropriate sample size is a critical step in the research process and should be 

done when the study is proposed. A sample that corresponds to the required 

size offers a more accurate depiction of the population, thereby producing 

more precise results(Andrade, 2020). 

 

To estimate the sample size of respondents for this research, Raosoft, a sample 

size calculator website, was utilized. The estimation considered population 

size (1,000,000), confidence level (95%), and response distribution (50%). 

Using these parameters, the research determined that a minimum of 384 

respondents from Generation X in Malaysia should be included in the study. 

Consequently, a questionnaire was administered to and collected from 392 

respondents to serve as the research sample. 

 

3.3 Data Collection Method  

 

3.3.1 Primary Data  

 

According to Wagh (2023), primary data refers to information generated  

directly by the researcher through methods such as surveys, interviews, and 

experiments, specifically tailored to comprehend and address the research 

problem under investigation. Primary data remains in its 'raw' form, having 
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not undergone any statistical manipulations, and it is original, thereby 

enhancing its reliability, authenticity, and objectivity. 

 

In the context of this research, primary data was collected through an online 

survey to streamline the data collection process and allow for remote 

interviews with respondents, thereby minimizing the time and effort required 

by researchers. The survey questionnaire was disseminated to 392 individuals 

in Malaysia born between 1965 and 1980 using Google Forms.  

 

 

3.3.2 Secondary Data  

 

Secondary data refers to information obtained from a source that originally  

gathered it. This type of data has been previously collected by other 

researchers or investigators and is accessible in either published or 

unpublished formats. These data may not be in their original, 'pure' state, as 

statistical analyses may have been applied to them (Wagh, 2023). In essence, 

secondary data is data sourced from information that has already been 

disseminated in any form. The literature review in research often relies on 

secondary data, primarily from sources like books, journals, and periodicals 

(Labaree, 2023). In this study, secondary data was collected using Google 

Scholar as the search engine, supplemented by other official websites that 

publish academic journals such as Emerald, and Elsevier. 
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3.4 Research Instruments  

 

3.4.1 Questionnaire Design  

 

Survey nonresponse has emerged as a significant challenge for researchers in  

higher education (Porter, 2004). As highlighted by Kalton and Schuman 

(1982), various aspects of survey design, including question length, question 

order, and question structure, can influence the likelihood of obtaining 

responses. This ensures that respondents can easily comprehend and answer 

the questions, ultimately leading to higher response rates. 

 

A questionnaire was developed for this study. Multiple-choice were provided 

for every question, facilitating a quick and straightforward selection of the 

most appropriate response. In terms of the questionnaire's format, it 

commenced with a cover page, which explicitly outlined the research 

objectives, topic, and assured respondents of privacy and confidentiality. It 

also included a statement acknowledging the respondent's participation in the 

research. After the cover page, there was a screening question designed to 

filter out individuals who did not belong to Generation X and the victims. This 

step aimed to enhance precision and reduce the likelihood of irrelevant 

responses and errors. In section B, demographic questions were included to 

establish the fundamental characteristics of the respondents. 

Following section C, a set of general questions related to the research was 

presented. Subsequently, the main body of the questionnaire was introduced 

in Section D, consisting of 30 questions that elaborated on the variables to be 

examined in the survey. A 5-point Likert scale, with "Strongly Disagree" (1) 

to "Strongly Agree" (5), was used for all questions. Respondents used the 5-

point Likert scale to indicate how much they agreed with each statement. 
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3.4.2 Conceptual Definition 

 

Table 3.1 presented these conceptual definitions. 

 

Table 3.1: Conceptual Definition 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

3.4.3 Origin of Constructs 

 

Table 3.2 provides the sources of the constructs used in the questionnaire  

items, which were extracted from relevant journals and articles. 
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Table 3.2: Origin of Constructs 

Variables Item Statement (Revised) Sources 

Online 

Scam 

Awareness 

OSA1 

I can potentially fall victim to scams 

when investing in cryptocurrencies 

on unreliable exchanges. 

(Arpaci & 

Ateş, 

2022), 

(Ramadhan

, 2022), 

(Padil, 

2020) & 

(Zaharon, 

2021) 

OSA2 

I understand that any investment 

scheme promising abnormally high 

returns is not trustworthy. 

OSA3 

I am aware that investments 

guaranteeing consistent positive 

returns regardless of overall market 

conditions are not to be trusted. 

OSA4 

I am conscious of phishing threats, 

which can come through SMS, phone 

calls, online websites, and emails. 

OSA5 
I can spot fraud when there is an 

unusual condition. 

Risk 

Perception 

RP1 
I perceive a high potential for loss if 

I provide information to online firms. 

(Chen et 

al., 2021), 

(Hansen et 

al., 2018) & 

(Sundar & 

Kim, 2019) 

RP2 

I feel uncertain about giving 

information to online firms due to the 

risks involved. 

RP3 

I worry that my personal financial 

information may be stolen while 

being transferred over the Internet. 

RP4 

I have concerns that my personal 

information may be shared with 

unknown parties without my 

knowledge when using online 

services. 

RP5 

I worry that my personal information 

in my profile might be misused by 

others when using online services. 
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Skepticism 

SK1 

I suspect that online services are 

likely to engage in a harmful 

behavior toward me. 

(Chen et 

al., 2021), 

(Hurtt, 

2010) & 

(Sarno, 

2023) 

SK2 

I believe that online services might 

perform their services in a fraudulent 

manner. 

SK3 
I frequently question whether emails 

I receive are phishing attempts. 

SK4 
I frequently question what I see or 

hear. 

SK5 
I enjoy determining the authenticity 

of what I read or hear. 

Media 

Exposure 

ME1 
I regularly read newspapers or watch 

TV news to stay informed. 

(Mansoor, 

2021), 

(Dinev & 

Hart, 2014) 

& (Van de 

Vord, 2021) 

ME2 

I feel that the social media offer 

sufficient news and information for 

me to comprehend and get necessary 

facts. 

ME3 
I received timely news and 

information from the social media. 

ME4 

I feel that my behavior will be 

influenced by what I see or hear in the 

media. 

ME5 
I watch news and other television 

programs that address current issues. 

Security 

Concern 

SC1 

I do not use the “Remember my 

password” option on my phone for 

security reasons. 

(Mai & 

Tick, 

2021), 

(Verkijika, 

2019), SC2 

I always verify the authorization or 

identity of someone before 

discussing any issues. 
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SC3 

I’m not willing to respond to calls, 

SMS, or email messages from 

friendly/non-threatening strangers. 

(Milne et 

al., 2004) 

SC4 
I opt out of third-party information 

sharing whenever possible. 

SC5 
I refrain from opening links from 

SMSs or messaging apps. 

Social 

Support 

SS1 

I know that if I need money, my close 

friends and family would be willing 

to lend me a hand. 

(Nazari , 

2020), (De 

Jong-

Gierveld & 

Kamphuls, 

1985), 

(Procidano 

& Heller, 

1983) & 

(Canty-

Mitchell & 

Zimet, 

2000). 

SS2 
I receive the emotional help and 

support I need from my family. 

SS3 

I have someone I can talk to about my 

day-to-day problems whenever I 

need to. 

SS4 
I have plenty of people I can depend 

on if I find myself in trouble. 

SS5 

My family provides the moral 

support I need in various situations. 

  Source: Developed for the research 

 

3.5 Construct Measurement 

 

Table 3.3 provides a better understanding of the measurement scales applied to each 

item in the survey. 
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Table 3.3: Measurement Scale 

 

 

 

 

 

 

 

 

 

   

                Source: Developed for the research 

 

 

3.5.1 Nominal Scale 

 

The nominal scale categorizes variables without assigning them numerical  

values or a specific order (Potdar et al., 2017). This scale has been applied in 

sections A, B, and C of the questionnaire. In section A, it was used to 

determine whether respondents had been victims of scams and whether they 

belonged to Generation X, with responses as "yes" or "no." In section B, the 

nominal scale was employed for gender and employment status questions. 

Figure 3.1 provides an example of a nominal scale. 
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Figure 3.1: Example of Nominal Scale 

 

 

 

 

  Source: Developed for the research 

 

 

3.5.2 Ordinal Scale 

 

The ordinal scale, which denotes the order in measurement and indicates 

direction, has been utilized in section B of the questionnaire. This scale 

provides nominal information but does not allow for the quantification of 

distances between categories (Potdar et al., 2017). In the study, the ordinal 

scale was applied to questions concerning age, education level, and monthly 

income level. Figure 3.2 provides an example of an ordinal scale. 

 

Figure 3.2: Example of Ordinal Scale 

 

 

 

 

 

 Source: Developed for the research 
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3.5.3 Likert Scale 

 

The Likert Scale is a measurement scale commonly employed to gauge the 

extent of disagreement or agreement with specific statements by respondents 

(Cornell, 2021). Section D of the survey used a 5-point Likert scale. A 5-point 

Likert scale example is displayed in Figure 3.3. 

 

Figure 3.3: Example of 5-point Likert scale 

 

 

 

 

 

 

Source: Developed for the research 

 

 

3.6 Pilot Test 

 

It has a common practice in research to run a pilot test before distributing the final 

survey to the public or target respondents. The pilot test serves the purpose of 

evaluating the reliability of each variable and its attributes, identifying and 

rectifying any potential errors or issues that could impact data accuracy (In, 2017). 

Pilot studies play a crucial role in refining survey questions and mitigating the risk 

of significant flaws in the full study (Zikmund et al., 2013). Therefore, a pilot test 

has been incorporated into this research. After collecting 30 effective responses, a 

reliability test will be carried out to assess the trustworthiness of each item and make 
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any modifications before administering the questionnaire to the wider audience. 

Table 3.4 provides Cronbach's alpha values for each variable. 

 

Table 3.4: Result of Pilot Test 

Variables Cronbach’s Alpha 

Online Scam Awareness (OSA) 0.826 

Risk Perception (RP) 0.784 

Skepticism (SK) 0.730 

Media Exposure (ME) 0.845 

Security Concern (SC) 0.910 

Social Support (SS) 0.806 

Source: Developed for the research 

 

According to Pallant (2020), a Cronbach's Alpha value exceeding 0.7 is deemed to 

indicate high reliability and being a valid index. All of the variables in this study 

(OSA, RP, SK, ME, SC, and SS) have Cronbach's alpha values that surpass the 

recommended threshold of 0.7. This suggests that all scales fall within the range of 

high reliability and credibility. 

 

 

3.7 Data Analysis Tool  

 

3.7.1 IBM Statistical Package for the Social Sciences Version 

27 (SPSS) 

 

In this research, SPSS was used to analyse the data. Once the data from the 

survey questionnaire had been collected, this software was utilized for the 

analysis process. 
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3.7.2 Descriptive Analysis 

 

Descriptive analysis is a method of examining data that involves the  

summarization, organization, and presentation of data in a clear and concise 

manner. The main goal of descriptive statistics is to provide a clear and 

concise summary of the data, enabling investigators can identify trends, 

patterns, and distributions in the dataset. In this research, descriptive analysis 

was utilized to streamline the data collected from 392 participants (e.g., 

gender) and transform it into visual representations such as charts and tables 

for ease of comprehension.  

 

 

3.7.3 Scale Measurement  

 

3.7.3.1 Internal Reliability Test  

 

Reliability pertains to the extent to which a research method  

consistently produces dependable and stable results (Schindler, 2022). 

In social science research, Cronbach's alpha is a valuable tool for 

gauging the internal consistency of items within a scale or test. It 

quantifies reliability within a range of 0.00 to 1.00 (Wadkar et al., 

2016). If all items in the scale are entirely unrelated to each other and 

exhibit no correlation or covariance, the alpha value equals 0. 

Conversely, if all items display strong covariances, the alpha value 

approaches 1. Table 3.5 presents the rules of thumb for interpreting 

alpha values. 
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Table 3.5: Cronbach’s Alpha Rules of Thumb 

Cronbach’s Alpha Internal Consistency 

 ≥ 0.95 Too High 

0.95 >  ≥ 0.9 Excellent 

0.9 >  ≥ 0.8 Very Good 

0.8 >  ≥ 0.7 Good 

0.7 >  ≥ 0.6 Moderate 

 < 0.6 Poor 

Source: Hair Jr (2015) 

 

 

3.7.4 Inferential Analysis  

 

The process of making inferences about a population from data gathered from 

a sample of that population is known as inferential analysis (Kalish & 

Thevenow-Harrison, 2014). Inferential statistics often entails activities such 

as estimation, which involves making educated guesses about the 

characteristics of a population using information from a sample, and 

hypothesis testing, which involves seeking evidence in favor of or against a 

particular explanation or theory (Kuhar, 2010).  

 

 

3.7.4.1 Pearson Correlation Coefficient Analysis 

  

According to Senthilnathan (2019), correlation analysis is a frequently used  

method in many studies to examine the level of association between variables 

under investigation. Particularly in social science research, it proves valuable 

in exploring the interrelationships between IV and DV. The linear correlation 

coefficient (represented as "R") serves as a measure that quantifies the extent 

to which two variables exhibit a closely linked association. 
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The degree of correlation between variables can be categorized as positive, 

zero, or negative, contingent upon the direction of their relationship. When 

one variable's trend is positive and closely resembles that of another variable, 

there is the possibility of a positive association between them. Essentially, the 

correlation coefficient "R" falls within a range of -1 to +1. The interpretation 

of the correlation coefficient depends on its numerical value, as illustrated in 

Table 3.6. 

 

Table 3.6: Interpretation of Pearson Correlation Coefficient 

 

 

 

 

 

 

  Source: Schober et al. (2018) 

 

In this research, the Pearson correlation coefficient will be employed to 

investigate the relationship between the IV and the DV. 

 

 

3.7.4.2 Multiple Linear Regression Analysis  

 

Zikmund et al. (2013) stated that multiple linear regression represents an  

expansion of simple regression analysis, permitting the prediction of a metric 

DV through the incorporation of multiple IV. The primary objective of this 

analytical approach is to explore the connection between a dependent variable 

and various independent variables. In the context of this research, it is 

employed to examine how OSA changes as a result of the influence exerted 

by RP, SK, ME, SC and SS. 
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3.8 Summary  

 

In sum, this study is quantitative research. The sampling design, data collection 

techniques, research instrument, construct measurements, data analysis tools are all 

covered in detail in this chapter. 
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Chapter 4: Data Analysis 

 

 

4.0 Introduction  

 

Chapter 4 provides a detailed explanation of the research outcomes and discoveries, 

commencing with an examination of the demographic profile of the participants. 

Additionally, the second section includes a thorough analysis, employing a 

reliability test and inferential methods to evaluate the research variables. 

 

 

4.1 Respond Rates and Screening 

 

A Google form was generated to gather data on Generation X in Malaysia who have 

never fallen victim to online scams. The questionnaire was disseminated through 

diverse channels, including physical interactions, WhatsApp, Xiao Hong Shu, and 

Telegram. A total of 393 questionnaires were distributed, and after excluding one 

response where the respondent did not meet the specified birth range of 1965 to 

1980, 392 responses were considered suitable for further analysis. Consequently, 

the response rate was calculated at 99.7%. 

 

 

4.2 Descriptive Analysis 

 

4.2.1 Demographic Profile of the Respondents  
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4.2.1.1 Age 

 

Table 4.1: Age 

Age Frequency Percent (%) 

43 – 46 years old 98 25 

47 – 50 years old 98 25 

51 – 54 years old 98 25 

55 – 58 years old 98 25 

Total 392 100 

Source: Developed for the research 

 

Figure 4.1: Age 

 

 

 

 

 

Source: Developed for the research 

 

Table 4.1 and Figure 4.1 illustrate the distribution of respondents' ages 

in the research. The participants are categorized into distinct age groups, 

namely 43 – 46 years old, 47 – 50 years old, 51 – 54 years old, and 55 

– 58 years old. Since utilizing the quota sampling technique, each age 

group contributes an equal percentage of 25% to the overall sample size. 

This approach is implemented to guarantee a balanced representation 

of responses from every age stage within the Generation X population, 

thereby enhancing the accuracy of the study's portrayal of the entire 

Generation X demographic. 
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4.2.1.2 Gender 

 

Table 4.2: Gender 

Gender Frequency Percent (%) 

Male 171 43.6 

Female 221 56.4 

Total 392 100 

Source: Developed for the research 

 

Figure 4.2: Gender 

 

 

 

 

 

      Source: Developed for the research 

 

Table 4.2 and Figure 4.2 depict the frequency and percentages 

corresponding to the gender distribution of the respondents. The data 

indicates that out of the 392 participants, 171 were men and 221 were 

women. In terms of percentages, this translates to 43.6% for men and 

56.4% for women. Consequently, the findings imply that female made 

up the majority of study participants. 

 

 

 

 

 

 



Influential Factors of Online Scam Awareness Among Generation X in Malaysia 

39 

 

4.2.1.3 Education Level 

 

Table 4.3: Education Level 

Education Level Frequency Percent (%) 

Secondary School 18 4.6 

SPM / High School / O-

level 

99 25.3 

STPM / Foundation / 

Diploma / A-level 

132 33.7 

Undergraduate 138 35.2 

Postgraduate 5 1.3 

Total 392 100 

Source: Developed for the research 

 

Figure 4.3: Education Level 

 

 

 

 

 

         Source: Developed for the research 

 

Table 4.3 and Figure 4.3 display the diverse educational qualification 

levels of the participants. 35.2% of the respondents (138 individuals) 

reported holding a bachelor’s degree and 33.7% (132 respondents) had 

qualifications such as STPM, Foundation, Diploma, or A-levels. 

Meanwhile, 25.3% (99 respondents) for SPM, High School, or O-level, 

4.6% (18 respondents) for secondary school, and 1.3% (5 respondents) 

for postgraduate qualifications. 
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4.2.1.4 Employment Status 

 

Table 4.4: Employment Status 

Employment Status Frequency Percent (%) 

Employed 272 69.4 

Unemployed 10 2.6 

Self-employed 78 19.9 

Retired 32 8.2 

Total 392 100 

Source: Developed for the research 

 

Figure 4.4: Employment Status 

 

 

 

 

 

Source: Developed for the research 

 

Table 4.4 and Figure 4.4 provide an overview of the employment status 

of the participants. The majority, comprising 69.4% of the participants, 

identified themselves as employed. Additionally, 19.9% reported being 

self-employed, while 8.2% stated they were retired. Unemployed 

individuals constituted 2.6% of the participants. 
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4.2.1.5 Monthly Income Level 

 

Table 4.5: Monthly Income Level 

Monthly Income Level Frequency Percent (%) 

Below RM2000 26 6.6 

RM2000 – RM4000 26 6.6 

RM4000 – RM6000 107 27.3 

Above RM 6000 233 59.4 

Total 392 100 

Source: Developed for the research 

 

Figure 4.5: Monthly Income Level 

 

 

 

 

 

   Source: Developed for the research 

 

Table 4.5 and Figure 4.5 present the distribution of individual monthly 

income levels among the respondents. The largest proportion, 

accounting for 59.4% of the participants, reported an income level 

above RM 6,000. Additionally, 27.3% of respondents stated their 

income was between RM 4,000 to RM 6,000, while 6.6% indicated an 

income among RM 2,000 and RM 4,000. Another 6.6% of respondents 

mentioned that their monthly income was below RM 2,000. 
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4.2.1.6 Media Preference 

 

Table 4.6: Media Preference 

Media Preference Frequency Percent (%) 

Newspaper 37 9.4 

Social Media 315 80.4 

Radio 28 7.1 

Television 12 3.1 

Total 392 100 

Source: Developed for the research 

 

Figure 4.6: Media Preference 

 

 

 

 

          

       Source: Developed for the research 

 

Table 4.6 and Figure 4.6 depict the media preferences of the 

respondents. The majority, comprising 80.4% of the participants, 

indicated social media as their preferred platform for accessing news. 

Following this, other media preferences included newspapers at 9.4%, 

radio at 7.1%, and television at 3.1%. 
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4.2.1.7 Aware of Government Initiatives 

 

Table 4.7: Aware of Government Initiatives 

Aware of Government 

Initiatives 

Frequency Percent (%) 

Yes 372 94.9 

No 20 5.1 

Total 392 100 

Source: Developed for the research 

 

Figure 4.7: Aware of Government Initiatives 

 

 

 

 

 

                     Source: Developed for the research 

 

Table 4.7 and Figure 4.7 outline the effectiveness of government 

initiatives or educational programs regarding online scam awareness. 

The data indicates that a significant majority, with 94.9% represented 

by 372 respondents, were aware of government initiatives related to 

online scam awareness. Conversely, 5.1% of respondents (20 

individuals) reported not being aware of these government initiatives. 
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4.3 Descriptive Statistics for Variables 

 

Table 4.8: Mean and Standard Deviation for Each Variables 

Variable Mean Standard Deviation 

Online Scam Awareness 4.2327 .58903 

Risk Perception 4.2541 .50037 

Skepticism  4.0597 .53883 

Media Exposure 4.3714 .51890 

Security Concern 4.2372 .59318 

Social Support 4.3526 .49519 

Source: Developed for the research 

 

Table 4.8 provides the mean and standard deviation values for both DV and IV. Each 

variable exhibits mean values falling between 4 and 5. ME has the highest average 

at 4.3714, followed by SS (4.3526), RP (4.2541), SC (4.2372), OSA (4.2327), and 

SK (4.0597). This implies that most respondents think each variable to be in the 

range of "agree" to "strongly agree." Notably, SC exhibits the highest standard 

deviation, indicating that data points are dispersed across a broader spectrum of 

values. 

 

 

4.3.1 Mean and Standard Deviation of Online Scam Awareness  

 

Table 4.9 presents the mean and standard deviation for each scale item related  

to OSA. According to the results, OSA5 has the lowest mean of 4.09 and 

OSA3 has the highest mean of 4.46. With a standard deviation of 0.952, OSA1 

has the highest value among all the items, indicating greater variability. 

Conversely, OSA2 has the lowest standard deviation at 0.699, suggesting a 

more consistent response pattern for this item. 
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Table 4.9: Mean and Standard Deviation of Online Scam Awareness 

 

 

 

 

 

 

 

 

 

 

  Source: Developed for the research 

 

 

4.3.2 Mean and Standard Deviation of Risk Perception 

 

Table 4.10 outlines the mean and standard deviation for each scale item related  

to RP. Based on the data, RP1 has the lowest mean (4.04), while RP3 has the 

highest mean (4.41). With a standard deviation of 0.749, RP4 has the highest 

value in terms of variability among responses to this item. Conversely, RP3 

has the lowest standard deviation at 0.551, suggesting a more consistent 

response pattern for this item. 
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Table 4.10: Mean and Standard Deviation of Risk Perception 

 

 

 

 

 

 

 

 

 

 

  Source: Developed for the research 

 

 

4.3.3 Mean and Standard Deviation of Skepticism 

 

Table 4.11 illustrate the mean and standard deviation for each scale item  

related to SK. The findings indicate that SK4 has both the highest standard 

deviation (0.904) and mean (4.19). In contrast, with a mean of 3.86, SK1 has 

the lowest value. Regarding standard deviation, SK2 has the lowest value at 

0.611, indicating a more consistent response pattern for this item. 
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Table 4.11: Mean and Standard Deviation of Skepticism 

 

 

 

 

 

 

 

 

  Source: Developed for the research 

 

 

4.3.4 Mean and Standard Deviation of Media Exposure 

 

Table 4.12 outlines the mean and standard deviation for each scale item related  

to ME. Given the data, ME2 has the lowest mean (4.28) and ME3 has the 

highest mean (4.46). With a standard deviation of 0.809, ME1 has the highest 

value. Conversely, ME3 has the lowest standard deviation at 0.592.  
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Table 4.12: Mean and Standard Deviation of Media Exposure 

 

 

 

 

 

 

 

 

  Source: Developed for the research 

 

 

4.3.5 Mean and Standard Deviation of Security Concern 

 

Table 4.13 provides the mean and standard deviation for each scale item  

related to SC. The findings indicate that SC1 has the lowest mean of 4.08 and 

SC3 has the highest mean of 4.34. With a standard deviation of 1.084, SC1 

has the highest value and SC2 has the lowest, at 0.709. 
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Table 4.13: Mean and Standard Deviation of Security Concern 

 

 

 

 

 

 

 

 

 

  Source: Developed for the research 

 

 

4.3.6 Mean and Standard Deviation of Social Support 

 

Table 4.14 displays the mean and standard deviation for each scale item  

related to SS. The results indicate that SS2 has the lowest mean (4.28), 

whereas SS3 and SS5 have the highest mean (4.43). SS1 has the greatest 

standard deviation, measuring 0.777, while SS3 has the lowest, measuring 

0.598. 
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Table 4.14: Mean and Standard Deviation of Social Support 

 

 

 

 

 

 

 

 

Source: Developed for the research 

 

 

4.4 Reliability Analysis 

 

Table 4.15 provides a summary of the reliability test results for the IV and DV. The 

risk perception Cronbach's alpha ranged from 0.80 to 0.89, indicating a very good 

level of reliability. Similarly, the Cronbach's alpha for variables of OSA, SK, ME, 

SC, and SS ranged from 0.70 to 0.79, suggesting good reliability. Overall, every 

variable demonstrated reliability, affirming the trustworthiness of the measurements. 
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Table 4.15: Result of Reliability Test 

 

 

 

 

 

 

   Source: Developed for the research 

 

 

4.5 Inferential Analysis 

 

4.5.1 Pearson Correlation Coefficient Analysis 

 

Table 4.16 displays the findings of the Pearson's correlation coefficient 

analysis. According to the findings, all independent variables exhibit positive 

correlation coefficients. This implies that each independent variable is 

positively associated with the dependent variable, indicating a positive 

relationship between them. 
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Table 4.16: Outcome of Pearson Correlation Coefficient Analysis 

 

 

 

 

 

 

 

 

 

 

 

 

 

The analysis reveals a weak positive correlation, ranging from 0.10 to 0.39, 

between RP, SK, ME, SC, and OSA. Additionally, there is a negligible 

correlation between SS and OSA. Importantly, all correlations, except for SS, 

are statistically significant at the 0.01 level. 
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4.5.2 Multiple Linear Regression Analysis 

 

Table 4.17: Model Summary 

 

 

Table 4.17 provides a summary of the model. According to Ozili (2023),  R-

square indicates the extent to which the DV is affected by the regression of IV. 

For social science research, where an R-square between 0.1 and 0.5 is 

considered acceptable. The adjusted R-square value for this study is 0.241, 

which falls within the acceptable range. This result suggests that RP, SK, ME, 

SC, and SS collectively influence 24% of the variation in OSA. The remaining 

76% of the variation is influenced by other variables not included in this 

research. 

 

Table 4.18: ANOVA Table 

 

 

 

 

 

The variance analysis results are displayed in Table 4.18, where the p-value is 

less than the traditional significance level of 0.05 at 0.001. This implies that 

the model is both well-fitting and statistically significant. The significant 

ability of the IV to predict the DV is indicated by the low p-value. 
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Table 4.19: Coefficient Table 

 

 

 

 

 

 

 

 

The p-values for the IV and DV are shown in Table 4.19. When a p-value is 

less than 0.05, the hypothesis is considered significant. The hypotheses are 

supported by the table, which shows that ME (p < 0.001) and SK (p < 0.001) 

both have p-values below 0.05. On the other hand, the p-values for RP (p = 

0.062), SC (p = 0.071), and SS (p = 0.629) are greater than 0.05, leading to 

the rejection of the hypotheses related to these variables. 

 

Furthermore, the beta coefficients are provided. Notably, ME has the most 

substantial impact on OSA, with a beta value of 0.340. This implies that the 

OSA increases by 0.340 units for every unit increase in ME. SK follows with 

a beta value of 0.262, while RP (β = 0.116), SC (β = 0.083), and SS (β = 0.026) 

have comparatively smaller impacts on OSA, with SS having the least 

influence. 
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4.6 Summary 

 

In this chapter, a sample of 392 respondents, those who do not meet the specified 

qualifications excluded, are subjected to statistical and inferential analysis.  
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Chapter 5: Discussion, Conclusion and Implication 

 

 

5.0 Introduction 

 

The analysis results, study implications, limitations, and recommendations are all 

included in this chapter. 

 

 

5.1 Discussion of Major Findings 

 

Table 5.1: Summary of Result for Hypotheses Testing 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

   Source: Developed for the research 
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5.1.1 Relationship between Risk Perception and Online Scam 

Awareness 

 

In accordance with hypothesis 1, RP was assumed to have a  

significant correlation with OSA among Generation X. However, the result of 

inferential analysis suggests otherwise. The p-value of 0.062 shows that there 

is a positive but not statistically significant correlation between RP and OSA. 

The H1 was consequently not supported. 

 

This finding is in line with earlier studies by Drew and Farrell (2018) and 

Halevi et al. (2013), which found that people who were more likely to become 

victims of online scams did not acquire higher levels of knowledge about 

prevention, even though they were aware of their increased risk. Consequently, 

OSA was not significantly influenced by RP. 

 

 

5.1.2 Relationship between Skepticism and Online Scam 

Awareness 

 

With a p-value of 0.001 and a beta value of 0.262, the inferential analysis 

supports the statistically significant and positive relationship between SK and 

OSA. This finding aligns with hypothesis 2, suggesting that Generation X tends 

to approach information with skepticism, making them less susceptible to 

falling victim to scams. This outcome is consistent with previous study, 

including studies by Wright and Marett (2010) and Vishwanath et al. (2016), 

which similarly identified a positive and significant relationship between SK 

and OSA. 
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5.1.3 Relationship between Media Exposure and Online Scam 

Awareness 

 

Hypothesis 3 describes the significant relationship between ME  

and OSA among Malaysian Generation X and the analysis results support this 

hypothesis. ME demonstrates a positive and significant impact on OSA, with 

a p-value of 0.001, which is below the 0.05. This outcome aligns with prior 

study conducted by Tang et al. (2021), which similarly identified a significant 

association between ME and OSA. 

 

In this study, ME emerges as the most influential factor among the IV for scam 

detection. When news agencies extensively cover stories about online scams, 

particularly those affecting a considerable number of individuals or involving 

significant financial losses, they contribute to heightened awareness among 

the Generation X demographic. These news reports act as informative 

resources, unveiling the tactics used by scammers, highlighting warning signs, 

and providing insights into preventive measures. 

 

 

5.1.4 Relationship between Security Concern and Online 

Scam Awareness 

 

Hypothesis 4 postulated a significant correlation between OSA and SC. 

However, the findings of inferential analysis points to a different conclusion. 

Despite the existence of a positive relationship between SC and OSA, the p-

value of 0.071 indicates that this relationship lacks statistical significance. 

Therefore, the analysis disproves H4, suggesting that SC has no significant 

effect on the OSA.  
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This outcome aligns with prior research conducted by Orunsolu et al. (2016), 

which similarly find that SC is not effective in helping individuals recognize 

online scams and phishing attacks. As a result, the H4 is not supported, and 

its unstandardized beta value of 0.083 suggests that it has minimal influence 

on OSA when compared to the other IV. 

 

 

5.1.5 Relationship between Social Support and Online Scam 

Awareness 

 

Although Hypothesis 5 proposed a significant correlation between SS and 

OSA among Generation X, the results of the inferential analysis suggest the 

contrary. Despite SS and OSA being positively correlated, the p-value of 0.629 

suggests that this association is lack significant. Therefore, the analysis 

contradicts H5, showing that SS has no discernible impact on OSA. 

 

This finding is in line with earlier studies, including those by James et al. 

(2014) and Villa (2023), which found that although SS exhibited a trend, the 

relationship did not reach the required level of statistical significance. 

Consequently, the unstandardized beta value of 0.026 suggests that it has 

minimal effect among the IV on OSA. 

 

5.2 Implications of the Study 

 

5.2.1 Practical Implications 

 

The findings of this study present several practical implications for  

policymakers aiming to enhance OSA and protection for Generation X. Firstly, 

the development of customized educational programs tailored to the specific 
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needs and characteristics of Generation X can be beneficial. By concentrating 

on developing skepticism and critical thinking abilities, can enable this group 

of people to recognize and react to online scams more effectively. 

 

Additionally, policymakers should consider collaborating with media outlets. 

By partnering with print media, broadcast networks, and digital platforms, 

policymaker can initiate public awareness initiatives that capitalise on these 

powerful channels. Disseminating information about prevalent online scams, 

along with preventive measures and warning signs, can contribute 

significantly to improving the awareness of Generation X. 

 

Lastly, given that scam threats are worldwide, policymakers ought to look into 

ways to collaborate internationally. An efficient and well-coordinated 

response to online scams can result from cross-border sharing of best practices, 

data, and resources. 

 

 

5.2.2 Theoretical Implications  

 

The theoretical implications of this study prompt a re-evaluation of certain  

assumptions and call for further exploration in the field of online scam 

awareness. The challenge to the assumed significant role of RP in online scam 

awareness suggests a need for academics to revisit and refine the 

conceptualization of risk perception in the context of scam awareness. To 

develop a more accurate model, it is essential to understand its nuances and 

limitations. 

 

The significant positive relationship between skepticism and online scam 

awareness aligns with theoretical propositions that emphasize the role of 

individual traits in shaping cybersecurity behavior. Drawing from 
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psychological theories, this result underscores the importance of integrating 

personality traits, such as skepticism, into scam awareness models. Future 

research could explore the intersection of personality psychology and 

cybersecurity, providing a more comprehensive understanding of how 

individual characteristics influence online scam awareness. 

 

Theoretical frameworks often posit media exposure as a contributing factor to 

knowledge acquisition and behavior change (Wakefield et al., 2020). In the 

scam awareness context, the study confirms and strengthens this theoretical 

assertion. Future research may explore the specific mechanisms through 

which media exposure influences awareness, considering cognitive processes 

and information retention. 

 

The inconclusive relationship between security concern and online scam 

awareness prompts a re-evaluation of how theoretical frameworks 

conceptualize the link between security-related attitudes and actual awareness. 

The cognitive processes involved in converting security concerns into 

concrete actions and awareness may be clarified by incorporating insights 

from information processing theories. This underscores the need for a more 

nuanced understanding of the psychological mechanisms underpinning 

security behaviors. 

 

The negligible impact of social support on online scam awareness has 

challenged the role of interpersonal relationships in shaping scam awareness. 

Scholars may explore the role of social networks in different cybersecurity 

contexts and whether the influence of social support varies across 

demographic groups. This opens avenues for refining social cognitive theories 

within the scam awareness domain. 
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5.3 Limitations of the Study 

 

5.3.1 Confinement to Specific Demographic 

 

A noteworthy limitation of this study is the exclusive focus on Generation X  

in Malaysia. While the findings provide valuable insights into the influential 

factors of online scam awareness within this demographic, caution should be 

exercised when generalizing these results to other generations. Each 

generation may exhibit unique characteristics, experiences, and technological 

competencies that can significantly impact their susceptibility to online scams. 

 

 

5.3.2 Self-Reported Measures 

 

The reliance on self-reported measures, such as responses to questionnaires,  

introduces a potential limitation to the study. Participants may provide 

responses influenced by social desirability bias, leading to overestimation or 

underestimation of certain factors. Additionally, the accuracy of responses 

relies on participants' introspective abilities and memory recall. To strengthen 

the reliability and validity of the results, incorporating supplementary 

methods, such as observational or behavioural data. 

 

5.3.3 Limited Scope of Independent Variables 

 

This study focused on specific independent variables, including risk  

perception, skepticism, media exposure, security concern, and social support. 

While these variables offer valuable insights, there may be other influential 

factors not considered in this research.  
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5.3.4 Cross-Sectional Nature of the Study 

 

The cross-sectional design employed in this research captures a snapshot of  

online scam awareness and its influential factors at a specific point in time. 

This design limits the ability to establish causal relationships and explore the 

dynamics of change over time. Longitudinal studies tracking participants' 

awareness levels and experiences over an extended period could offer a more 

nuanced understanding of the evolving nature of online scam awareness 

among Generation X. 

 

 

5.3.5 Cultural Context 

 

This study was conducted in the specific cultural context of Malaysia, and  

cultural factors can play a significant role in shaping individuals' perceptions 

and behaviors (Kastanakis & Voyer, 2014). The findings may not be 

universally applicable to Generation X in other cultural settings. To enhance 

the external validity of the study, future research could consider conducting 

similar investigations in diverse cultural contexts to identify potential 

variations in the influential factors of online scam awareness. 

 

5.4 Recommendations for Future Research 

 

5.4.1 In-Depth Qualitative Investigations 

 

Supplementing quantitative approaches with qualitative methodologies, such  

as in-depth interviews and focus group discussions, could enrich the 

understanding of the nuances surrounding online scam awareness. Qualitative 
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insights would provide a deeper exploration of individuals' experiences, 

perceptions, and the contextual factors shaping their awareness and responses. 

 

 

5.4.2 Exploring Generational Variances 

 

Future research could examine the variances in online scam awareness across  

different generations. A thorough grasp of how each generation views and 

reacts to online scams would be possible through comparative studies 

involving Millennials, Generation Z, and other age cohorts. Such 

investigations could uncover generational-specific vulnerabilities and inform 

targeted awareness initiatives. 

 

 

5.4.3 Cross-Disciplinary Research 

 

To have a holistic understanding of the multifaceted factors influencing online  

scam awareness, it was encouraging cross-disciplinary research that combine 

insights from fields such as psychology, sociology, and cybersecurity. 

Collaborations across disciplines may uncover novel perspectives and 

innovative approaches to address the complex nature of online scams. 

 

 

5.4.4 Exploration of Additional Variables 

 

Future research should look into examining additional variables that may  

contribute to a more thorough understanding of awareness of online scams 

among Gen X, given the explanatory power of the current model (R = 0.24). 
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Investigating factors not included in the present study, such as individual 

cognitive traits, technological literacy, or specific online behaviors, could 

enhance the predictive accuracy of the model. 

 

 

5.5 Conclusion  

 

This chapter covered the implications from a theoretical and practical standpoint. It 

then goes over the limitations and provides suggestions for further investigation.  
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Appendices 

 

Appendix 3.1: Result of Determine Sample Size 

 

 

 

 

 

 

 

 

 

Appendix 3.2: Result of Pilot Test 
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Skepticism 

 

 

 

 

 

 

 

Media Exposure 
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Appendix 3.3: Survey Questionnaire 

 

 

 

 

UNIVERSITI TUNKU ABDUL RAHMAN 

FACULTY OF ACCOUNTANCY AND MANAGEMENT 

BACHELOR OF INTERNATIONAL BUSINESS (HONOURS) 

 

Research Title:  

Influential Factors of Online Scam Awareness among Generation X  

 

Dear respondents, 

I am Quek Hui Ling, an undergraduate student of Bachelor of International Business 

(Hons) from Universiti Tunku Abdul Rahman (UTAR). I am currently conducting 

research to find out the influential factors of online scam awareness among Gen X. 

 

Participation in this questionnaire is completely voluntary. Your response will be 

kept anonymous and confidential. You can withdraw from the questionnaire at any 

point without any consequence and your response will be used solely for academic 

purposes. This survey is estimated to take approximately 5 minutes to complete. If 

you have any inquiries, please feel free to contact me. I truly appreciate your 

participation in answering the questions. 

 

Yours sincerely, 

Quek Hui Ling 

huiling02@1utar.my 
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PERSONAL DATA PROTECTION NOTICE 

Please be informed that in accordance with Personal Data Protection Act 2010 

(“PDPA”) which came into force on 15 November 2013, Universiti Tunku Abdul 

Rahman (“UTAR”) is hereby bound to make notice and require consent in relation 

to collection, recording, storage, usage and retention of personal information. 

1. Personal data refers to any information which may directly or indirectly identify 

a person which could include sensitive personal data and expression of opinion. 

Among others it includes: 

a) Name 

b) Identity card 

c) Place of Birth 

d) Address 

e) Education History 

f) Employment History 

g) Medical History 

h) Blood type 

i) Race 

j) Religion 

k) Photo 

l) Personal Information and Associated Research Data 

 

2. The purposes for which your personal data may be used are inclusive but not 

limited to: 

a) For assessment of any application to UTAR 

b) For processing any benefits and services 

c) For communication purposes 

d) For advertorial and news 

e) For general administration and record purposes 

f) For enhancing the value of education 

g) For educational and related purposes consequential to UTAR 

h) For replying any responds to complaints and enquiries 

i) For the purpose of our corporate governance 

j) For the purposes of conducting research/ collaboration 
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3. Your personal data may be transferred and/or disclosed to third party and/or 

UTAR collaborative partners including but not limited to the respective and 

appointed outsourcing agents for purpose of fulfilling our obligations to you in 

respect of the purposes and all such other purposes that are related to the 

purposes and also in providing integrated services, maintaining and storing 

records. Your data may be shared when required by laws and when disclosure 

is necessary to comply with applicable laws. 

 

4. Any personal information retained by UTAR shall be destroyed and/or deleted 

in accordance with our retention policy applicable for us in the event such 

information is no longer required. 

 

5. UTAR is committed in ensuring the confidentiality, protection, security and 

accuracy of your personal information made available to us and it has been our 

ongoing strict policy to ensure that your personal information is accurate, 

complete, not misleading and updated. UTAR would also ensure that your 

personal data shall not be used for political and commercial purposes. 

 

Consent: 

6. By submitting or providing your personal data to UTAR, you had consented and 

agreed for your personal data to be used in accordance to the terms and 

conditions in the Notice and our relevant policy. 

 

7. If you do not consent or subsequently withdraw your consent to the processing 

and disclosure of your personal data, UTAR will not be able to fulfill our 

obligations or to contact you or to assist you in respect of the purposes and/or 

for any other purposes related to the purpose. 

Acknowledgment of Notice 

 I have been notified and that I hereby understood, consented and agreed per 

UTAR above notice. 

 I disagree, my personal data will not be processed. 
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Section A: Screening Questions 

1. Were you born in 1965-1980? 

 Yes 

 No  

 

2. Have you ever become victim of online scam? 

 Yes 

 No  

 

 

Section B: Demographic Profile 

1. Age 

 43 – 46 

 47 – 50  

 51 – 54 

 55 – 58  

 

2. Gender 

 Male 

 Female 

 

3. Education Level 

 Secondary School 

 SPM / High School / O – Level   

 STPM / Foundation / Diploma / A – Level  

 Undergraduate 

 Postgraduate  

 



Influential Factors of Online Scam Awareness Among Generation X in Malaysia 

85 

 

4. Employment Status 

 Employed 

 Unemployed 

 Self-employed  

 Retired  

 

5. Monthly Income Level 

 Below RM2000 

 RM2000 – RM4000 

 RM4001 – RM6000 

 Above RM6000 

 

 

Section C: General Questions  

1. What is the preferred media for getting news? 

 Newspaper 

 Social Media 

 Radio  

 Television 

 

2. Are you aware of any government initiatives or educational programs regarding 

online scam awareness? (e.g., National Scam Awareness Campaign 

(NSAC),  #TakNakScam) 

 Yes 

 No  
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Section D: Influential Factor of Online Scam Awareness among Generation X  

Please indicate your level of agreement in the column based on your opinion of each 

statement.  

[Strongly disagree = 1, Disagree = 2, Neutral = 3, Agree = 4, Strongly agree = 5]   

 

Online Scam Awareness 

 
Statement 

Strongly 

Disagree 
Disagree Neutral Agree 

Strongly 

Agree 

1. 

I can potentially fall victim to 

scams when investing in 

cryptocurrencies on unreliable 

exchanges. 

1 2 3 4 5 

2. 

I understand that any 

investment scheme promising 

abnormally high returns is not 

trustworthy. 

1 2 3 4 5 

3. 

I am aware that investments 

guaranteeing consistent 

positive returns regardless of 

overall market conditions are 

not to be trusted. 

1 2 3 4 5 

4. 

I am conscious of phishing 

threats, which can come 

through SMS, phone calls, 

online websites, and emails. 

1 2 3 4 5 

5. 
I can spot fraud when there is 

an unusual condition. 
1 2 3 4 5 

 

Risk Perception 

 
Statement 

Strongly 

Disagree 
Disagree Neutral Agree 

Strongly 

Agree 

1. 

I perceive a high potential for 

loss if I provide information to 

online firms. 

1 2 3 4 5 

2. 

I feel uncertain about giving 

information to online firms due 

to the risks involved. 

1 2 3 4 5 

3. 

I worry that my personal 

financial information may be 

stolen while being transferred 

over the Internet. 

1 2 3 4 5 

4. 

I have concerns that my 

personal information may be 

shared with unknown parties 

without my knowledge when 

using online services. 

1 2 3 4 5 
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5. 

I worry that my personal 

information in my profile 

might be misused by others 

when using online services. 

1 2 3 4 5 

 

Skepticism  

 
Statement 

Strongly 

Disagree 
Disagree Neutral Agree 

Strongly 

Agree 

1. 

I suspect that online services 

are likely to engage in a 

harmful behavior toward me. 

1 2 3 4 5 

2. 

I believe that online services 

might perform their services in 

a fraudulent manner. 

1 2 3 4 5 

3. 

I frequently question whether 

emails I receive are phishing 

attempts. 

1 2 3 4 5 

4. 
I frequently question what I see 

or hear. 
1 2 3 4 5 

5. 

I enjoy determining the 

authenticity of what I read or 

hear. 

1 2 3 4 5 

 

Media Exposure 

 
Statement 

Strongly 

Disagree 
Disagree Neutral Agree 

Strongly 

Agree 

1. 

I regularly read newspapers or 

watch TV news to stay 

informed. 

1 2 3 4 5 

2. 

I feel that the social media offer 

sufficient news and 

information for me to 

comprehend and get necessary 

facts. 

1 2 3 4 5 

3. 

I received timely news and 

information from the social 

media. 

1 2 3 4 5 

4. 

I feel that my behavior will be 

influenced by what I see or 

hear in the media. 

1 2 3 4 5 

5. 

I watch news and other 

television programs that 

address current issues. 

1 2 3 4 5 
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Security Concern 

 
Statement 

Strongly 

Disagree 
Disagree Neutral Agree 

Strongly 

Agree 

1. 

I do not use the “Remember my 

password” option on my phone 

for security reasons. 

1 2 3 4 5 

2. 

I always verify the 

authorization or identity of 

someone before discussing any 

issues. 

1 2 3 4 5 

3. 

I’m not willing to respond to 

calls, SMS, or email messages 

from friendly/non-threatening 

strangers. 

1 2 3 4 5 

4. 

I opt out of third-party 

information sharing whenever 

possible. 

1 2 3 4 5 

5. 
I refrain from opening links 

from SMSs or messaging apps 
1 2 3 4 5 

 

Social Support 

 
Statement 

Strongly 

Disagree 
Disagree Neutral Agree 

Strongly 

Agree 

1. 

I know that if I need money, 

my close friends and family 

would be willing to lend me a 

hand. 

1 2 3 4 5 

2. 

I receive the emotional help 

and support I need from my 

family. 

1 2 3 4 5 

3. 

I have someone I can talk to 

about my day-to-day problems 

whenever I need to. 

1 2 3 4 5 

4. 

I have plenty of people I can 

depend on if I find myself in 

trouble. 

1 2 3 4 5 

5. 

My family provides the moral 

support I need in various 

situations. 

1 2 3 4 5 

 

Thank you for your participation ! 
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Appendix 4.1: Approval Letter of Ethical Clearance 
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Appendix 4.2: Frequencies Statistics 
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Appendix 4.3: Descriptive Statistics 

 

 

 

 

 

 

 

 



Influential Factors of Online Scam Awareness Among Generation X in Malaysia 

95 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 



Influential Factors of Online Scam Awareness Among Generation X in Malaysia 

96 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Appendix 4.4: Cronbach’s Alpha 
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Skepticism 
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Appendix 4.5: Pearson Correlation Coefficient Analysis 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Appendix 4.6: Multiple Linear Regression 
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